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Abstract of the contribution: This contribution introduces architectural assumptions for connectivity to non-3GPP in the framework of Release 15, in particular in terms of connectivity and interworking EPC/5GC.

1
Discussion

The paper discusses a series of architectural implications, architectural assumption, and procedural implications when considering the 5GS connectivity over untrusted non-3GPP and the migration/interworking with EPC.
1.1
Concurrent UE connectivity to EPC via ePDG and over 3GPP to 5GC

It has been questioned whether we need to support a scenario in which the UE has simultaneous connectivity to EPC via ePDG, and to 5GC via 3GPP access (see Figure 1).
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Figure 1: Connectivity through both untrusted access via EPC and 3GPP via 5GC. 
Question: what is the scenario.

Answer: With the migration from EPC to 5GC and the NR deployment, an operator may decide to migrate services gradually. E.g. an operator may decide to maintain VoIP services over EPC, and later migrate them to 5GC. Also, an operator may decide to deploy in the 5GS services that are available in EPC (over both 3GPP access and via an ePDG) only over the 5G RAN, but not on new N3IWF deployments.
In such scenario, untrusted access via N3IWF to 5GC may not initially support VoIP. Therefore, if a UE is configured to support VoIP (e.g. use IMS APN), the UE would need to prioritize the discovery of an ePDG and establish a PDU session for VoIP via the ePDG to the EPC.

Observation 1: connectivity through untrusted access via EPC (i.e. ePDG) and through 3GPP access via 5GC is a realistic scenario and should be supported.
Question: is seamless mobility between connectivity to the EPC via ePDG and connectivity to 5GC via N3IWF needed? 
Answer: no clear need has been identified, at least for release 15, to support PDU session mobility between connectivity via ePDG and connectivity via N3IWF (i.e. moving a PDN connection via ePDG to 5GC via N3IWF). 
Question: is seamless mobility between connectivity to the EPC via ePDG and connectivity to 5GC via NG RAN needed? 

Answer: This may be required when services already deployed in EPC (including via ePDG) to 5GC via NG RAN (see Figure 2).
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Figure 2: Connectivity through both untrusted access via EPC and 3GPP via 5GC – mobility of connectivity due to WLAN. 
Question: in case of connectivity via ePDG for some PDN connections, and via 3GPP access connected to 5GC for other PDU sessions, what happens in case WLAN coverage is lost/about to be lost?

Answer: the PDN connections can be moved to the 3GPP access connected to 5GC. However, if UE and the network support dual registration, then the PDN connections could be moved to the EPC via a 3GPP access.
Observation 2: mobility of a PDN connection from ePDG/EPC to 5G-RAN via 5GC needs to be supported.
1.2
Concurrent UE connectivity to EPC via 3GPP access and to 5GC via N3IWF

In such scenario (see Figure 3), the UE is connected via a 3GPP access to the EPC, and via N3IWF to the 5GC. This scenario can happen in some conditions:

· The UE was originally connected via 5G-RAN and N3IWF to the 5GC, and then an handover from 5G-RAN to E-UTRAN occurred. In such case, in fact, if WLAN coverage is available, there is no technical reason for moving the PDU sessions via the N3IWF to the EPC.

· A 5G capable UE connects first via E-UTRAN to the EPC, but is capable of discovering an N3IWF and connecting to the 5GC via N3IWF. Since this UE may be handed over to the 5G-RAN, it seems beneficial to allow the UE to select an N3IWF (if available) instead of limiting the UE to connect to an ePDG.
Observation 3: connectivity to EPC via 3GPP access and to 5GC via N3IWF may happen and should be supported.
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Figure 3: Connectivity through both untrusted access via EPC and 3GPP via 5GC. 
1.3
Concurrent Connectivity to EPC via ePDG and to 5GC via N3IWF

No scenario has been identified for this case. 

Observation 4: no need to support concurrent connectivity to EPC via ePDG and to 5GC via N3IWF in this release. This may be supported in later releases.
1.4 N3IWF/ePDG Selection Algorithm

It is beneficial to re-use the status quo for ePDG selection to the maximum extent possible.

Therefore, based on such consideration and the discussion above, the following algorithm is suggested for N3IWF selection for a 5GC-capable UE:

-
the UE attempts to select an N3IWF in the serving PLMN if the UE determines that priority for untrusted non-3GPP connectivity is for 5GC, if any N3IWF is available

-
otherwise, the UE selects an ePDG based on the solution defined in TS 24.302
The UE determines if priority for untrusted non-3GPP connectivity is for 5GC or for EPC based on implementation dependant mechanisms.
Moreover, the UE must be able to select an ePDG based on the current algorithm defined pre-release 15. If the UE is connected to a 3GPP access via 5GC, the UE must be able to discover an ePDG using the TA ID of NR. It is of course desirable that the UE discovers the same ePDG when connected to E-UTRAN and when connected to NR in the same location, thus FQDN-based discovery for ePDG must consider FQDNs built either using E-UTRAN TA IDs ro NR TA IDs of the same location.
1.3
5GC/EPC Interworking and Impacts on ePDG Connectivity

In order to enable the scenario in section 1.1, if the UE selects an ePDG for a PDN connection that may later need to be transferred to the 5GC, it is necessary to adopt for PGW selection the same mechanism adopted for the SMF/PGW-C selection for PDN connections established over E-UTRAN. In particular, the ePDG must perform SMF/PGW-C selection considering the ability of the UE to connect to the 5GC.
Therefore, it is proposed that a 5GC capable UE, upon establishing connectivity to an ePDG, indicates that it is 5GC capable. Upon receiving such indication, the ePDG selects an SMF/PGW-C accordingly.
2
Proposals

It is proposed to accept the following changes to TS 23.502.

START OF CHANGES

4.2.8
Support of non-3GPP access

4.2.8.1
General Concepts to Support Non-3GPP Access

The 5G Core Network supports the connectivity of the UE via non-3GPP access networks, e.g. WLAN access.

Only the support of non-3GPP access networks deployed outside the NG-RAN (referred to as "standalone" non-3GPP accesses) is described in this clause.

In this release of specification, 5G Core Network only supports untrusted non-3GPP accesses.
Non-3GPP access networks shall be connected to the 5G Core Network via a Non-3GPP InterWorking Function (N3IWF). The N3IWF interfaces the 5G Core Network control-plane and user-plane functions via N2 and N3 interfaces, respectively.
The N2 and N3 reference points are used to connect standalone non-3GPP accesses to 5G Core Network control-plane and user-plane functions respectively.

A UE that accesses the 5G Core Network over a standalone non-3GPP access shall, after UE attachment, support NAS signalling with 5G Core Network control-plane functions using the N1 reference point.

When a UE is connected via a NG-RAN and via a standalone non-3GPP access, multiple N1 instances shall exist for the UE i.e. there shall be one N1 instance over NG-RAN and one N1 instance over non-3GPP access.
A UE simultaneously connected to the same 5G Core Network of a PLMN over a 3GPP access and a non-3GPP access shall be served by a single AMF if the selected N3IWF is located in the same PLMN as the 3GPP access.

When a UE is connected to a 3GPP access of a PLMN, if the UE selects the N3IWF and the N3IWF is located in a PLMN different from the PLMN of the 3GPP access, e.g. in a different VPLMN or in the HPLMN, the UE is served separately by the two PLMNs. The UE is registered with two separate AMFs. PDU sessions over the 3GPP access are served by V-SMFs different from the V-SMF serving the PDU sessions over the non-3GPP access.

The PLMN selection for the 3GPP access does not depend on the N3IWF selection. If a UE is registered over a non-3GPP, the UE performs PLMN selection for the 3GPP access independently of the PLMN to which the N3IWF belongs.
A UE shall establish an IPSec tunnel with the N3IWF to attach to the 5G Core Network over untrusted non-3GPP access. The UE shall be authenticated by and attached to the 5G Core Network during the IPSec tunnel establishment procedure. Further details for UE attachment to 5G Core Network over untrusted non-3GPP access are described in clause 4.12.2 in TS 23.502 [3].

It shall be possible to maintain the UE signalling connection with the AMF over the non-3GPP access after all the PDU sessions for the UE over that access have been released or handed over to 3GPP access.
N1 NAS signalling over standalone non-3GPP accesses shall be protected with the same security mechanism applied for N1 over a 3GPP access.
User plane QoS differentiation between UE and N3IWF is supported as described in clause 5.7 and TS 23.502 [3] clause 4.12.5.

4.2.8.2 Connectivity to non-3GPP Access via EPC

The 5GS supports a UE connecting to the 5GC via a 3GPP access, and over non-3GPP access to the EPC via an ePDG. 
To enable mobility of the PDN connection from the EPC to the 5GC, the UE capability of connecting to the 5GC is considered by the ePDG in performing the SMF/PGW-C selection.
NEXT CHANGE
6.3.6
N3IWF selection function

The UE performs N3IWF selection based on the ePDG selection mechanism as specified in the TS 23.402 [43] clause 4.5.4 except for the following differences:
-
The UE performs N3IWF selection and attempts to connect to an N3IWF only if it determines that connectivity over untrusted non-3GPP is preferred via the 5GC. Otherwise, the UE selects an ePDG according to the ePDG selection mechanism as specified in TS 23.402 [43].
NOTE: the UE performs the determination based on implementation dependent mechanisms.
-
The Tracking/Location Area Identifier FQDN shall be constructed by the UE based only on the Tracking Area of the 3GPP access the UE is connected to wherein the UE is located. The Location Area is not applicable on the 3GPP access.

-
The ePDG FQDN format is substituted by with N3IWF FQDN format as specified in TS 23.003 [19].

Editor's note:
the reference to TS 23.003 might be revised whether definition related to 5G would be included in a different TS.

-
The ePDG identifier configuration and the ePDG selection information are substituted by the N3IWF identifier configuration and the N3IWF selection information respectively.

Editor's note:
Whether or how Network slice information can be used for when the UE performs the N3IWF selection is FFS.
END OF CHANGES
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